Cyber security is now a business imperative as maritime and offshore operations become more digital and information technology (IT) converges with operational technology (OT) systems. The ABS Cyber Risk Reduction and Rating (CybeR²) Program helps shipyards, marine and offshore owner/operators and shoreside terminal operators to assess, understand and control cyber risk for more secure and compliant OT assets.

### COMPREHENSIVE CYBER SECURITY SOLUTIONS

Our portfolio of Cyber Security and Risk Management services reduce cyber risk with comprehensive IT and OT capabilities at every stage of your Cyber Defense Program.

<table>
<thead>
<tr>
<th>ASSESS AND PLAN</th>
<th>PROTECT AND DEFEND</th>
<th>DETECT AND RESPOND</th>
</tr>
</thead>
<tbody>
<tr>
<td>• Maturity Assessment (Powered by FCI)</td>
<td>• Training Development and Implementation</td>
<td>• Monitoring</td>
</tr>
<tr>
<td>• Incident Response Planning, Program Development</td>
<td>• Cyber Asset Management</td>
<td>• Intrusion Detection</td>
</tr>
<tr>
<td>• Policy Development</td>
<td>• Vulnerability Management</td>
<td>• Incident Advisory and Support</td>
</tr>
<tr>
<td>• Asset Discovery</td>
<td>• Whitelisting</td>
<td>• Threat Intelligence</td>
</tr>
<tr>
<td>• Governance Regulatory Compliance (GRC)</td>
<td>• Hardening</td>
<td>• Managed SOC</td>
</tr>
<tr>
<td>• Management of Change</td>
<td>• Identity and Access Management</td>
<td>• Computer Emergency Response Team</td>
</tr>
<tr>
<td>• Penetration Testing</td>
<td>• Cloud Security</td>
<td>• Threat Intelligence</td>
</tr>
<tr>
<td>• Security by Design</td>
<td>• Data Loss Protection</td>
<td>• Advanced Detection and Response</td>
</tr>
<tr>
<td>• ISO 27001 Certification</td>
<td>• Endpoint Security</td>
<td></td>
</tr>
</tbody>
</table>

### DEPTH AND BREADTH OF CYBER EXPERIENCE

We have deep domain expertise across a range of asset types and facilities in the maritime, energy and government sectors:

- **33% TANKERS**
- **29% CARGO**
- **19% OFFSHORE**
- **11% GOVERNMENT**
- **8% PORTS**

### SECURITY BY DESIGN FOR OPERATIONAL TECHNOLOGY

ABS Group is working across the marine and offshore industries to implement security as early in the design, development and construction process as possible. This will make cyber security a consistent and integral part of operations from the beginning.
AWARD-WINNING FCI CYBER RISK MODEL

The ABS FCI Cyber Risk™ Model was developed following a two-year research contract between ABS and the Maritime Security Center—a U.S. Department of Homeland Security Center of Excellence—led by Stevens Institute of Technology and the U.S. Department of Defense. Launched in June 2018, the ABS FCI Cyber Risk approach quantifies cyber security risk and gives owners and operators a practical, actionable strategy to reduce cyber risk onboard a vessel.

GLOBAL DISTRIBUTION OF CYBER SECURITY PROJECTS

A GROWING THREAT IMPACTING OT ASSETS

Ponemon Institute surveyed 2,410 IT and OT security practitioners worldwide and concluded that current approaches to understanding cyber risks to business operations are failing to help organizations minimize and mitigate emerging and growing threats. We believe a comprehensive cyber security program is a business imperative to address the following concerns affecting operators today.

UNDERSTAND YOUR RISK

48%
Number of organizations that experienced significant disruption to business processes caused by malware

REDUCE YOUR UNCERTAINTY

56%
Number of businesses worried about an attack that involves IoT or OT assets in 2019

NEED FOR EXPERTISE

59%
Security function has no set schedule or does not scan for publicly disclosed vulnerabilities in a timely manner due to shortage in skilled staff
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